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The Information Protection & Security (IPS) PIJ was approved in December 
2018 so the ASRS could make modifications to our Pension Administration 
System to limit Personally Identifiable Information (PII) display, enhance 
security logging and modify our call center PII requirements.  

Preliminary analysis began on the project in November of 2019, as 
scheduled. In February 2020, however, the team was reassigned by ASRS 
Senior Management to a higher priority project to address findings by an 
external auditor in a cash controls audit. Our other development teams 
were not available because they were focused on other priorities like the 
6-year, $10 million Oracle Modernization PIJ project.

Going forward, the seven ASRS development teams will be allocated as 
follows: 1. Security Remediation, 2. Production Support, 3. Pension 
Administration System “Spring” Upgrade, 4. IPS PIJ, 5-7. Oracle 
Modernization PIJ (3 concurrent projects).

Information Protection & Security
Background
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The cash control audit project has finished under budget and on schedule.  
The Oracle Modernization project is on track to be completed on time and 
on budget.  
We are ready to restart the IPS project.  We are requesting a modification 
to both the start and end dates. 

Original Start Date 11/15/2019
Proposed Start Date 9/21/2020

Original End Date 6/30/2023
Proposed End Date 4/30/2024

The IPS project will have no change in scope or budget.
Original Total Budget: $3,071,069

Information Protection & Security
Proposed Change
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Original Milestones
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Revised Milestones
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QUESTIONS



1.

2.

Appendix
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Appendix
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Appendix
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Project Benefits
• Reduced access to PII along with Access logging, lowers our risk of internal fraud
• Securing member PII by eliminating SSN as the main identifier in multiple software 

systems
• Logging solution will provide valuable forensic data in the case of a breach
• Improved compliance with GAPP (Generally Accepted Privacy Principles)


